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ABSTRACT

PUBLIC SAFETY: A SOCIAL EXPERIENCE

How Social Media is Used Within Public Safety &
Emergency Management Agencies

by 

Nicholas Anthony Tancredi


The purpose of this paper is to examine how various public safety agencies in the United States use social media to connect with the communities they serve. This paper will look at journal articles, websites, industry magazines, and government reports to examine the trials, challenges, and successes of how public safety agencies engage with the community using social media. This paper will look at various emergencies and crises that have arisen throughout the United States, such as Hurricanes Sandy and Harvey, and examines how social media applications were used as a communications tool by residents and citizens, including public safety officials to communicate about potential hazards and dangers in specific disaster areas.
This paper will also provide an in-depth look at how and why social media is a necessary tool in combatting crime, communicating in emergencies, and developing relationships with the communities that public safety officials serve. It will explore the work that public safety agencies around the country are doing with social media, and will examine various initiatives these agencies are doing with social media as well. It will also build on previous coursework and research I have done, and will expand on the work and research done by academics and public safety professionals also.
Overall, there are more successes than failures with using social media as an emergency and crisis communications tool, despite controversies that surround social media websites and applications. If continued to be used correctly by public safety agencies, social media can do much good, and has and will continue to help save lives. It all depends on the human element, and how effective that is fused with a strong and welcoming online presence, which in turn opens the doors of transparency between public safety agencies and those they serve in their communities daily. These transparent actions will also prove what the current social media research is discussing, that social media works as an effective emergency communications tool, and in this paper, I will prove that social media has a purpose in public safety and emergency management agencies.






























TABLE OF CONTENTS 

ACKNOWLEDGEMENTS…………………………………………………………….ii

ABSTRACT……………………………………………………………………………iv

TABLE OF CONTENTS………………………………………………………………vi

LIST OF ILLUSTRATIONS…………………………………………………………viii

SITUATION ANALYSIS……………………………………………………………....1

PREMISE STATEMENT……………………………………………….........................1

LIMITATIONS………………………………………………………………………… 2

METHODOLOGY AND WORK PLAN……………………………………………….2

CHAPTER 1: USING SOCIAL MEDIA IN PUBLIC SAFETY AGENCIES

Introduction………………………………………………………………………….4
Stakeholder Engagement and Community Messaging………………........................4
Situational Awareness………………………………………………………………..6
Monitoring……………………………………………………………........................6
Crowdsourcing……………………………………………………………………......8
Community and Police Engagement………………………………….......................10
Communicating Through Social Media in Roanoke, Virginia……….......................12
How Social Media is Used Throughout Public Safety Agencies……………………14
Social Media Barriers and Community Communication…………………………....16
Santa Monica Bomb Threat Case Study………………………………………….....18
A Human Side…………………………………………………………………….....18
Community Connection and Social Media – UT at Austin Study…………………..19


CHAPTER 2: INSTITUTING SOCIAL MEDIA

Natural Disasters…………………………………………………………………….21
Hurricane Sandy…………………………………………………………………......21
Nashua, New Hampshire Nor’easter………………………………………………...23
Hurricane Harvey…………………………………………………………………....25
Hurricane Harvey and the Oregon VOST…………………………………………...27
California Wildfires December 2017…………………………………......................28
DHS 2013 Hurricane Sandy After-Action Report………………………………......30
False Information and Hurricane Sandy………………………………………….....34
False Comfortably Smug Hurricane Sandy Post…………………………………....35
Countering False Information on Social Media in Disasters and Emergencies….....36
New York City, Social Media, & Hurricane Sandy………………………………...37
Hurricane Sandy Recovery and Social Media………………………………………39
Terrorism and Mass Shootings……………………………………………………...42
The 2013 Boston Marathon Bombings……………………………………………...43
Public Information, Communication, and Fighting Crime……………………….....45
Intelligence Gathering…………………………………………………………….....47
An Illustration of Social Media use in Law Enforcement…………………………...48
The Homeland Security Information Network……………………………………....50
Community Engagement………………………………………………………….....52
Engagement in Emergencies………………………………………………………...54
Recovery…………………………………………………………………………….56
The Power of Infographics in Emergency Management………………....................58


CHAPTER 3: SUCCESSES AND CHALLENGES

Boulder Fourmile Fire September 2010……………………………………………..62
Social Media Growth, Public Sector Challenges, and Research……….....................63
Law Enforcement and Social Media………………………………………………...65
Social Media Growth & Engagement………………………………….....................69
Crisis Communication tips from the US Department of State………………………69
Dispelling Rumors and Best Practices………………………………………………70
2016 Louisiana Floods Case Study of False Information……………………….......73

CONCLUSION………………………………………………………………………….75

RECOMMENDATIONS AND FURTHER READING

DHS From Concept to Reality: Operationalizing Social Media for Preparedness, Response and Recovery April 2016 Report……………………………………………………77
DHS Best Practices for Incorporating Social Media into Exercises March 2017…..78
Social Media and the Boston Marathon Bombings: A Case Study…………………80
Social Media Day in Boston……………………………………………………….. 80
FEMA IS-42 Social Media in Emergency Management certificate course………....84

WORKS CITED………………………………………………………………………...85

APPENDIX AND APPENDICES

Applicable coursework………...................................................................................93





LIST OF ILLUSTRATIONS

	Crisis Crowdsourcing Framework
	9

	Santa Monica Bomb Threat Tweet
	18

	NYPD Housing PSA 7
	19

	FDNY Hurricane Sandy Tweet
	23

	Hurricane Harvey Tweet for Help
	26

	The Miz Tweet
	28

	Cal Fire Tweet
	29

	LA County Fire PIO Tweet
	29

	Rydel Lynch Tweet
	30

	Influential Twitter User List
	32

	Rumor Control and Misinformation
	35

	Comfortably Smug Twitter Post
	36

	Fairfax County Government Tweet
	37

	Hurricane Sandy Facebook Post
	41

	Orlando Police Tweet
	42

	BPD CAPTURED Tweet
	45

	DeWitt PD Facebook post
	46

	Under Investigation Infographic 
	49

	HSIN Graphic
	52

	Fire Department Tweets
	53

	City of Auburn Tweet
	54

	Baldwinsville Vol. Fire Co. Tweet
	55

	Constantia Volunteer Fire Dept. Tweet
	56

	Rural/Metro Medical Services Tweet
	57

	VDEM Tweet
	58

	Rutgers University Infographic 1
	59

	Rutgers University Infographic 2
	59

	Rutgers University Infographic 3
	60

	University of San Francisco Infographic 1
	60

	University of San Francisco Infographic 2
	61

	University of San Francisco Infographic 3
	61

	Social Media Usage Within Local Government 
	64

	Social Media Use in Law Enforcement
	66

	Solving Crime with Social Media
	68

	Tornado Safety
	71

	False 2-1-1 Facebook Post
	73

	GOHSEP Social Media Group Chart 
	78

	Building Blocks for Social Media Exercises
	79

	Social Media Day Proclamation
	81

	Boston’s DoIT Social Media post 1
	82

	Boston’s DoIT Social Media post 2
	82

	Boston’s DoIT Social Media post 3
	82

	State of Michigan Social Media Day
	83

	FEMA IS-42 certificate
	84







	


43

SITUATION ANALYSIS

	I investigated how social media websites and applications are used in public safety agencies throughout the country, and how these agencies communicate to the people they serve. I did not find any political, social, or economic factors involved in the research. Most of the research illustrated that social media applications allow public safety agencies to communicate more efficiently with communities at a much faster rate than traditional media could.
This is an important topic for scholarly research, because it is an area that is expanding with every emergency or crisis that arises with public safety agencies throughout the United States. This topic illustrates how social media technologies have saved lives, and will prove how social media applications have made public safety communication more effective. In this day-in-age of rapid communication, texting, and tweeting, public safety agencies must keep pace with this rapid communication, and the only way to do that is to experiment with technology, get the right people in place, and track how well social media messages are reaching the public they regularly serve. Because of these reasons, this topic deserves scholarly merit, and should be discussed within academia, especially in a communications and public relations core of study.


PREMISE STATEMENT

Social media has enhanced communication between public safety agencies and the communities they serve throughout the United States. In this thesis, I will prove how, and provide very narrow and focused examples which illustrate the impact that social media has had in various communities round the United States, especially in an emergency or crisis.




LIMITATIONS

One of the limitations of this thesis project is the amount of time I had to write this. Nine weeks is not enough to development both primary and secondary sources. In previous papers where I had to do research, including those in my undergraduate program, I did interviews for research papers I was writing. I used to email the author of the paper or journal if it interested me, and discussed the topic further with them. This is how I network with professionals in the fields that interest me, and how I received the amount of good advice that I did through my time in school. When it comes to personal biases, I cannot say that I have chosen a paper or source because I liked one author better than another. I chose each source, because I believe that each article added to reinforcing this topic, and how each article proves that social media is an essential communications tool public safety agencies cannot ignore.

METHODOLOGY AND WORK PLAN

	The information presented in this paper, is relevant to current social media practices within public safety agencies, and discusses how social media was used during natural disasters and mass shootings such as Hurricane Sandy, the Boston Marathon bombings, and the Pulse Nightclub shooting. More recently, social media was used during Hurricane Harvey as a communication tool during the storm. I found internet articles from Government Technology; a website and magazine dedicated to government innovation, which publishes many up-to-date articles on social media and emergency management topics.
Another majority of research that I will be using, are government reports and current technology reports, including reports from universities as well. These reports provide an insight of the benefits of social media use in the public sector, as well as after-action reports, such as Hurricane Sandy, and how the New York City Fire Department (FDNY) and the Federal Emergency Management Agency (FEMA), used social media to communicate with residents and citizens in New York City and other affected towns around New York and New Jersey, including other Northeast cities for storm updates. I have also cited journal articles and case studies, which relate to social media and public safety.
In addition to the research from government reports and Government Technology, I found a host of websites which contain informative tweets from when Hurricane Harvey ripped through Southeast Texas in August 2017, and the wildfires that ripped through Southern California in December 2017. I used these tweets in this paper to illustrate the many public safety agencies using social media, including a host of other public safety agencies around the United States. Most of my work plan was through research and saving articles from other courses, where I could expand on ideas, and add onto the new research being done on this specific topic for this thesis project.
I used various graphics, tweets, and photos from various websites and reports that I used as illustrations throughout the paper. This includes infographics from the University of San Francisco and Rutgers University, which are two colleges that designed infographics that examine how social media is used in emergency and crisis management, including the public sector. Infographics are something that various companies and colleges, such as the ones listed above, are using to illustrate how social media is used as a tool for public safety. The third infographic I will use is from Government Technology, and it is one that illustrates how law enforcement agencies are using social media to combat crime, aid in investigations, and post missing person messages. With the popularity of infographics in the 21st Century, it is necessary to illustrate how they too are used in conjunction with social media networking and the work public safety agencies do.
My hope is that this thesis project will allow for further research from academics and public safety agencies in the future, because this really is a worthwhile topic that can connect community members with public safety officials, in a time when police and community relations is often polarized in the mainstream media.

CHAPTER 1: USING SOCIAL MEDIA IN PUBLIC SAFETY AGENCIES

“Social media can be used to make people feel part of particular initiatives. They can foster a sense of identification with local or on-line communities.” – David E. Alexander 

 Introduction 

	What is social media? Social media is the use of websites, including other online ways of communication by groups of people to share information and create social and professional contacts. Social media sites allow users to become content providers and publishers, rather than just people who consume content (Krauss). The ability to publish content and participation in interactive dialogue online allows project managers a new and creative channel for providing certain kinds of project information to their stakeholders, which could include public safety, first responders, governmental representatives at all levels, and the public. The practical, user-friendly social media tools are cost efficient and provide broad-based communication to internal and external sources (Krauss). 

Stakeholder Engagement and Community Messaging
	One of the first examples of the use of social communication for the purposes of public safety, was the AMBER Alert program, which is a voluntary partnership made up of law enforcement agencies, broadcasters, transportation agencies, including the wireless industry. The AMBER alert is activated to send urgent bulletins where a child has been abducted. Since 2003, AMBER alerts have interrupted regular programming and are broadcast on the radio, television, and highway signs. These alerts can be printed on lottery tickets, and sent electronically to wireless devices via the Internet. In 2007, Myspace users received notifications on their home page for alerts issued within their registered zip codes. In January 2011, Facebook also followed suit, and partnered with the Department of Justice and the National Center for Missing and Exploited Children (NCMEC) to issue alerts based on the state or region of the user (Department of Homeland Security Science and Technology 11).
	On July 9, 2013, Shayne Adamski, senior manager of digital engagement for the Federal Emergency Management Agency (FEMA), testified before the House Committee on Homeland Security’s Subcommittee on Emergency Preparedness, Response, and Communications. Adamski shared information on how FEMA uses social media in a host of different ways to reach the public, and provide useful information to them (Department of Homeland Security Science and Technology 11). According to Adamski, FEMA uses social media in six primary ways, which include:
· Providing current information about how FEMA and the whole community emergency management team are helping communities and individuals in mitigation, preparedness, response, and recovery from disasters, such as posting photos and status updates which capture FEMA activities, which include deployment of Disaster Survivor Assistance teams helping survivors.
· Helping federal, state, local, tribal, territorial, and private sector partners share key messages, such as status updates from key public officials before, during, and after Hurricane Sandy hit New York City.
· Providing safety and preparedness tips.
· Informing the public of the most efficient ways to aid disaster survivors, such as encouraging Americans to donate through trusted charities to help impacted communities.
· Telling disaster survivors where and how to receive assistance from FEMA, including other sources.
· Gaining valuable feedback, such as Twitter chats to engage the public on specific issues, which include how to receive aid necessary for rebuilding after an event (Department of Homeland Security Science and Technology 11-12).

Situational Awareness
	Social media allows for a means to search for and find information for general and specific inquires, verify pre-existing information, and establish situational awareness. Many open-source tools feature searches based on keywords, geographic location, or content, which includes trending topics, overall sentiment, and popular hashtags. Advanced tools allow for additional search functionality as well. Similar to using social media for effective stakeholder communications and engagement, situational awareness activities also fall within two areas: monitoring and crowdsourcing (Department of Homeland Security Science and Technology 13).
Monitoring
	The Clark Regional Emergency Services Agency (CRESA) in Washington State, leverages social media tools to design and maintain situational awareness on an ongoing basis and during emergency situations. To streamline monitoring efforts, Cheryl Bledsoe, the emergency manager, and staff, utilize the Twitter list function to various organized channels, which includes the national news media, local news media, and public safety responders. The agency also makes sure to organize community members in local and not local, which also features other parties that are interested as well, such as academic and professional contacts (Department of Homeland Security Science and Technology 13).
	Working with TweetDeck, a free social media tool, which offers more of a convenient Twitter experience by letting the user view multiple timelines in one easy interface. It includes a multitude of advanced features to help get the most of Twitter, which includes managing multiple Twitter accounts, including Tweets for posting in the future, building Tweet collections, and more (Twitter). The channels that were organized, serve as filtered streams. Bledsoe and staff sort these lists to keep a record of awareness, which includes chatter within a group, such as a local story or issue covered by national news. Bledsoe then narrows down searches by geographic location, using longitude and latitude, and further defines the area by drawing a radius or polygon on a map, which allows for size adjustment for the affected region. Moreover, CRESA staff members conduct standard hashtag searches, which include those known from ongoing conversations and made popular by community partners, which can include the weather or local media (Department of Homeland Security Science and Technology 13).
	With seven staff members including herself, Beldsoe arranges the work schedule for her team, which is similar to 911 duty officers. Every six weeks, someone watches social media channels for an entire week. Each staff member has two computer screens with Tweetdeck that is always on the screen. Staff members monitor on a continual basis for general situational awareness, including events that may become an interest area or a responsibility as well. The staff receives training to seek out issues applicable to the areas of responsibility (AOR), and confirms information through a multitude of means, which includes proximity to the search area and applied content with county boundaries (Department of Homeland Security Science and Technology 13-14).
Crowdsourcing
	Similar to passive monitoring and active listening for rumors, public safety agencies have the ability to leverage social media to search and engage the crowd for general or specific information. Social media can also be used to engage the public in collecting information, such as damage reports from the affected area, and to enhance information from the field (Department of Homeland Security Science and Technology 14). Crowdsourcing has gained popularity within crisis and emergency management domains, especially since the 2010 Earthquake in Haiti. Digital volunteerism took center stage, which ended up leading to the creation of workflows, protocols, and established applications, which offered insights into how crowdsourcing could address information management issues to enhance situational awareness and decision support (Department of Homeland Security Science and Technology 14).
	Crowdsourcing essentially represents a form of civic participation in problem solving, data collection, and analysis processes to address information management issues. Crisis crowdsourcing is a type of cooperative work that emerged from improvised uses of Information, Communications, and Technology (ICT) to leverage and manage converging crowds, information, and resources to address emergency management needs. However, emergency management lacks a concept behind its framework for understanding the involved coordination and interaction mechanisms that put together crisis crowdsourcing (Department of Homeland Security Science and Technology 14).
	Sophia Liu’s 2014 publication, Crisis Crowdsourcing Framework, provides guidance on strategically identifying important dimensions to consider when creating and reviewing a crisis crowdsourcing project of system. The Crisis Crowdsourcing Framework is a systematic, issue-driven approach to finding out the “why, who, what, where, when, and how” aspects of a crowdsourcing system. It also emphasizes the social, technological, organizational, and policy (STOP) interfaces that must be implemented to lower the complex nature of coordinating these six dimensions (Department of Homeland Security Science and Technology 14). 
	Additionally, the framework takes into consideration the various contingencies caused by crises to strategically guide the creation of interfaces that allow crowdsourcing to operate for the crisis domain. The STOP interfaces allow for a means to enable and manage the coordination of work involved when integrating different crowds, tasks, and interaction flows in disaster management (Department of Homeland Security Science and Technology 14).
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Community and Police Engagement
Chief technology officer for the City of Seattle, Bill Schrier, led the effort to use Twitter, Facebook, and blogs to grow civic engagement. The City of Seattle won a Best of the Web 2011 award, which recognizes outstanding government portals and websites based on innovation, functionality, including efficiency. Mr. Schrier uses Twitter to post timely and ongoing information regarding technology projects and issues in Seattle, and on the city’s website (Krauss). 
Individuals have increasingly used social media when a disaster struck as well. As the popularity and accessibility of online mobile technologies has grown, these events have been experienced firsthand through photos, text, online posts and videos taken from people on the ground, posted to Facebook and shared on Twitter, YouTube, and other social media channels. Through social media applications, we have seen the fall of governments, water rescues, train crashes, wildfires, tornadoes, floods, hurricanes, earthquakes and school shootings, all from our computers and mobile phones. Throughout these events, social media has emerged as a popular and powerful tool used by the public to engage and share information (Cohen).
Moreover, Mountain View, California Police Captain Chris Hsiung of the Investigations and Special Operations Division, states that a digital community needs to be grown and cultivated through great content and interactions. Just posting bulletins about commission openings or council agendas does not resonate with the public, and is usually not shared (Hsiung). A community needs to see the “behind the scenes” of government through photos or short, quality videos is very popular and helps demystify the jobs that public sector staffs do to serve the community. Even better, introducing staff through mini biographies and sharing insight about their roles helps personify government (Hsiung).
It is important to remember that on social media, content needs to be thought-provoking, shareable, and most of all, it needs to spark conversations. When conversations start to take place, staff needs to be able to quickly respond in a voice and tone that is friendly and professional, and not robotic or boring. An individual’s online relationship with local government relies heavily on the connection the person makes with an agency’s brand, and where the tone of voice is, that is connected to that brand. A successful government social media coordinator’s job is to work every day to make sure constituents have positive experiences with the organization online. These are the same expectations government agencies would have for front-line employees working with members of the public (Hsiung).
Moreover, the value and investment in a social media coordinator cannot be underestimated, and it is a necessity to have a position fully dedicated to that role, which will only be more imperative. Progressive towns such as Gilbert, Arizona, have gone “all in” on the digital front, with a digital communications team that is made up of a chief digital officer, digital media and marketing officer, digital journalists, and multimedia specialists (Hsiung).
The Mountain View, California Police Department is among a few Bay Area police departments that have a full-time non-sworn social media coordinator. This position has been vital in designing content and promoting positive day-to-day interactions with the community. These days-to-day interactions create positive deposits in the bank of community trust. If a critical incident should occur, or a time of crisis, a social media coordinator is able to quickly and accurately disseminate information to the public. A timely release of information allows the police department to be in control of information, dispel rumors, and correct misinformation (Hsiung).
All that said, social media is not the future of communication, but the way that communities are communicating now. Those who are not effectively using digital platforms to the best of their abilities are not only falling behind the digital curb, but they are losing the chance to maximize connectivity with their residents. An organization’s digital footprint and the connection it brings to its residents, forms cohesiveness to many residents and neighborhoods, especially at a time where fewer neighbors are taking time to get to know each other (Hsiung).
The scope and speed of social media makes it a highly attractive way for police departments to get information from the public, which is the power of publication. It is the opportunity to enhance communication beyond the traditional press release model and to send messages without using the press as a “middle man.” Using social media, the police can deliver information in a nonsensational and expedited way (Davis, Alves, and Sklansky 8). This is especially important to citizen engagement, and has not only been seen with such towns as Gilbert, Arizona, or Mountain View, California, but in cities such as Boston, Massachusetts, Nashua, New Hampshire, Upstate New York, and New York City as well.

Communicating Through Social Media in Roanoke, Virginia
In Roanoke, Virginia, former Chief Engagement Officer Timothy Martin was on a mission to engage with as many residents of Roanoke as he could. And with sixty social media pages, that is equal to more than 190,000 followers, and he must have been doing something right, because that community has just under 100,000 residents (International City/County Management Association). Martin states that the Office of Citizen Engagement was designed to bring government and citizens together to foster collaborative conversations, build positive relationships and create new and innovative ways to get citizens involved. Through the use of social media, other digital platforms, neighborhood collaboration, customer service, public outreach, and other special projects, the office provides a one-stop-shop for engaging with the public. The office was also designed to provide non-traditional forms of communication an identity separate from traditional forms. The department believes there is a fundamental difference in communicating “to” citizens and communicating “with” them.  This office does the latter (International City/County Management Association).
The Office of Citizen Engagement manages the main city pages and oversees social media managers across the organization in the management of department pages. This office creates the policy for department social media managers to follow and meets quarterly with all managers to examine pages and come up with ideas. Daily and weekly conversations are also taking place with individual managers as well. The office also has in place an internal social media awards program to encourage creativity. Each month the office sends out a monthly newsletter to social media managers with important information that relates to Facebook, Twitter, Instagram, etc. (International City/County Management Association). 
While some local governments prefer to have a grip over all platforms in the city, the office has created policies designed to give departments the flexibility to be creative, which does not jeopardize the city’s brand or messaging (International City/County Management Association). The office also uses their main pages to concentrate on high-level department information, and let the department pages take a deeper dive into the conversations related around various department topics (International City/County Management Association).
Understanding social media algorithms is vital to successful social media outreach. On Facebook, wording, visuals, and timing matters. It’s not as simple as posting a link back to the website, and the job is finished. Facebook tends to limit the reach on posts outside of Facebook (International City/County Management Association), which is why communicating through Facebook needs to be cultivated, and kept up-to-date, as often as possible. Using video on Facebook is something that is gaining popularity. Local governments that are not using Facebook Live are missing out on a chance to engage with citizens like they never did before. Facebook pushes live video out to more citizens, and many of Roanoke’s live broadcasts of city parades have reached hundreds of thousands of users across the world. Last May, the city’s live coverage of a bear in a tree by City Hall reached 600,000 (International City/County Management Association).
It is also important to remember for local governments that social media is not a one size fits all. What might work for one town might not work for the other. It is important and necessary to know the community, what their needs are, and what social media platforms they may be on. For local governments that are ready to go all-in on social media, it is important to remember that running social media pages is not an 8 a.m. to 5 p.m. job which runs Monday through Friday. It is more like a 7 a.m. to 11 p.m. seven day a week job (International City/County Management Association).

How Social Media is used throughout Public Safety Agencies
	Public safety agencies have a wide array of experience using social media. About one in five agencies reportedly started using social media as part of their official operation in 2012. About five percent of agencies have used social media for over a decade, and a similar percentage of agencies only started to use it within the last year or so (Kim, Oglesby-Neal, and Mohr 3). 
Law enforcement agencies use social media for a wide array of activities. More than 80 percent of agencies with a social media presence use it to notify the public of safety concerns, engage with the community, manage their agency’s reputation, or notify people of noncrime issues, such as road closures, emergency information, and the like. Agencies continue to use the technology for other purposes, which include recruiting and vetting new applicants (58 percent), communicating with other government agencies (29 percent), and training (6 percent) (Kim, Oglesby-Neal, and Mohr 4).
While many law enforcement agencies use only one Twitter account as part of their official operation, 19 percent regularly use more than one account. These agencies often use multiple Twitter accounts to reach certain audiences, such as victim advocates, or to have different tones on the platform, such as when a chief has their own account, which is focused only on community engagement (Kim, Oglesby-Neal, and Mohr 4). Most law enforcement agencies in the United States have contacted a social media company, such as Twitter or Facebook, to request online information to use as evidence in a legal setting. This practice is consistent across agencies of varying sizes and levels of experience with social media engagement (Kim, Oglesby-Neal, and Mohr 4).
It is common practice in most public safety and law enforcement agencies to have public information officers (25 percent), manage social media pages, followed by chief executives (15 percent), including members of the command staff (14 percent). Many departments divide the work of managing their social media presence to other staff, including crime prevention officers (3 percent) and civilian personnel (11 percent), which is presumably on the top of their current responsibilities. Other police personnel who manage social media pages, include detectives, specific types of civilian personnel, or a combination of multiple staff members (Kim, Oglesby-Neal, and Mohr 6).
Larger agencies, which usually have 100 or more full-time sworn personnel, are more likely to delegate the management of social media accounts to public information officers than smaller agencies would. Smaller agencies had their social media presence managed by a wide range of staff, which includes the chief executive, command staff, or civilian personnel (Kim, Oglesby-Neal, and Mohr 6).
Agencies are split on the centralization of their social media presence: 55 percent have posts approved by a central group and 45 percent do not. One of the strengths of social media compared to other technologies is it facilitates two-way communication between agencies and community members, which allows law enforcement to quickly gain followers and engage the public in conversation. Many agencies (86 percent) respond to user questions on their social media accounts. One in seven agencies (14 percent) self-reported that they do not respond to any questions on social media (Kim, Oglesby-Neal, and Mohr 7).

Social Media Barriers and Community Communication
When it comes to barriers of communication, every agency faces multiple barriers when using social media. Particularly, 84 percent of agencies find adapting to new trends online at least somewhat challenging, 82 percent believe measuring the impact of their social media presence is a challenge, and 81 percent find training personnel to use social media is a challenge at times. Fourteen percent of respondents find watching over agency activity on social media to be very challenging, closely followed by the challenge associated with measuring the impact of social media at 11 percent (Kim, Oglesby-Neal, and Mohr 11).
While it is encouraging that 85 percent of governments and agencies are active on social media, many times, they are used as merely digital notice boards. Agencies must shift away from using social media as just a broadcasting tool. In a Statista (a market research company) study on brand response rates on social, government ranked third from the bottom for social media engagement, and only 8 percent of those surveyed has received a response, leaving many citizens ignored by the agencies there to serve them. By allocating resources to social engagement that is meaningful, marketers in government can enhance service delivery and citizen satisfaction. If an agency has a measurement framework in place, they can evaluate and monitor the impact of social media on their agency’s bottom line (Hootsuite 6). 
	Social media allows for an ideal platform for agencies to showcase the good they do in their communities. In a webinar with Hootsuite and Carahsoft, the New York City Police Department discussed how social media has allowed them to provide clarity and transparency in communicating their work. Officers throughout individual precincts are encouraged to use Twitter to share and report how incidents are both followed up on and resolved. Taking a bottom-up approach empowers government employees to speak directly to constituents and build trust and personal relationships (Hootsuite 9).
	It is important to understand the local network of social personalities and influencers that an agency operates in. Often, these individuals will have larger follower numbers and carry more trust within the community than brand or agency accounts. Edelman observes that “the primary axis of communications is now horizontal or peer-to-peer, evidence of dispersion of authority to friends and family” (Hootsuite 10). For agencies, this means they need to learn how to engage effectively with different voices in the communities they serve (Hootsuite 10).

Santa Monica Bomb Threat Case Study
	In a Hootsuite webinar, the City of Santa Monica, California, discussed a bomb threat they had on September 11, 2017, which ended up shutting down the pier, and led to an evacuation. The city’s public information team quickly deployed its crisis communications plan, using social media, which included the police department’s Twitter account, to post updates and alerts. To minimize the spread of false information and rumor, the team used social listening to find and engage with community members with large followings who were talking about the incident. By enlisting these individuals to amplify official city messages, Santa Monica dramatically increased the reach of communications to keep citizens better informed (Hootsuite 10). This is seen from Santa Monica PD’s Twitter page below.
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A Human Side
	The NYPD uses its social media channels to share light-hearted content. In one tweet, officers shared a photo where they swapped jackets with local kids and stand with them smiling. This kind and friendly content illustrates a more human side to the police force, and it is highly shareable as well. It’s an affordable way to increase the NYPD’s organic social media reach online. Embodying a peer-to-peer engagement model, rather than one that is an agency-to-citizen one, is essential to create trust with the police department and community online. With the right mission and messaging in place, agencies can empower their employees to use their unique voice to bring together between citizens and government officials (Hootsuite 10).
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Community Connection and Social Media – UT at Austin Study

The University of Texas at Austin received a research grant from the National Science Foundation for $168,000 to study how social media was used during Hurricane Harvey, by both Houston area residents and public safety agencies as an emergency communications tool (UTNews). The research project is headed by professors Keri Stephens and Dhiraj Murthy from the university’s Moody College of Communication. 
The project is called The Changing Nature of ‘Calls’ for Help with Hurricane Harvey: 911 and Social Media. It began on October 1, 2017 (UTNews). 
The project will examine common themes in the behaviors, content types and language that disaster victims use in their calls for help on social media. Researchers will ultimately seek to find the specific characteristics of calls that disaster victims use when requesting help, so that emergency personnel can quickly find individuals who are most in need of assistance (UTNews). To do this, researchers will conduct interviews and surveys with Harvey and Irma victims, including emergency response organizations and volunteer groups to look at what was posted, including where and how these requests generated responses. It will be vital for the utility of these posts to be measured (UTNews). Researchers will then put together survey results with data across multiple social media platforms, such as YouTube, Twitter, Reddit and Facebook (UTNews). 
	In addition to the work that researchers at the University of Texas at Austin are doing, writers Aldrich and Page published an article in Government Technology called Why Social Media Apps Should Be In Your Disaster Kit.	The article discusses the various social media tools used during Hurricane Harvey, and how Houston residents, and including residents in the surrounding area used social media applications to communicate with each other, and post if they needed assistance in certain flood-damaged areas. 
In fact, local agencies such as the Harris and Houston County emergency management office, Harris County Sheriff’s Office and Houston Police Department have used the social media application Nextdoor, which allows neighbors to keep in contact with each other, to post mandatory evacuation orders, links to flood maps, lists of open shelters, instructions on connecting with responders for rescues if necessary, including calls for volunteers with boats to aid individuals who were stranded (Aldrich and Page). These examples illustrate that with the right team in place, social media has endless possibilities in the public sector.

CHAPTER 2: INSTITUTING SOCIAL MEDIA

“An organization’s social media page is 24 percent more believable than its advertising.” 
–Edelman’s 2017 Trust Barometer 
Natural Disasters

	By now, it is clear to see that social media is a necessary tool in public safety agencies. In this section, I will illustrate examples of how social media has been used within public safety agencies, and what benefits social media provides them as well. For instance, social media has played a vital role, for the City of Austin, Texas in 2013, when a catastrophic flood that October hit the city. The city lead a regional effort to promote the social media hashtag “#atxfloods” and the correlating website “atxfloods” to provide real-time information on roads which experienced flash flooding (International City/County Management Association). 
	The overall initiative has become successful, which was also adopted by neighboring jurisdictions. The hashtag and website are also deeply integrated with local media coverage, especially TV news and weather segments, and even more during rain storms that are severe (International City/County Management Association). 

Hurricane Sandy
A year earlier, New York City saw the wrath of Hurricane Sandy blow through the city, beaches, and surrounding towns. Hurricane Sandy marked a change in the use social media when it came to disasters. More than ever, public sector agencies turned to mobile and online technologies to communicate with the residents they serve. Throughout Hurricane Sandy, the public turned to social media for updates and assistance, and more than ever before, public safety agencies, community groups, and organizations, used social media to organize and direct resources where they were needed. Twitter and Facebook were heavily used by individuals, first responder agencies, including utility companies to share and relay messages and information, share evacuation orders and provide updates on the storm (Cohen).
	The New York Office of Emergency Management provided hourly updates and evacuation orders through Twitter, and New Jersey Governor Chris Christie relayed storm updates, aid and evacuation orders through his own Twitter account (Cohen). New York City, with support from Mayor Michael Bloomberg, started using social media for a variety of purposes after Hurricane Irene the previous fall, and it enabled the city’s services, offices and departments to engage and inform the public through digital means (Cohen).
Even before Hurricane Sandy, the city’s social media presence was at three million followers across three-hundred city accounts on Facebook, Twitter, Tumblr and more. In addition to managing NYC.gov, the city maintains various channels, which includes Facebook pages, Flickr, Google+, Tumblr, and Twitter (both in English and Spanish), including a YouTube page. Throughout response and recovery to Hurricane Sandy, these channels provided the city with the means to share information in various formats, allowing people to locate and consume information as they wanted (Cohen). See the FDNY Hurricane Sandy tweet from the FDNY Twitter page below.
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Nashua, New Hampshire Nor’easter
Emergency management teams in Nashua, New Hampshire provide another example of social media use by public safety agencies. These teams participated in a cross-border disaster preparedness exercise with Canadian agencies to review how volunteers using digital and social media technologies could be used in conjunction with the official emergency response to address alerts, warnings and notifications, including mutual aid. A short time later over Thanksgiving weekend, a powerful nor’easter hit New Hampshire, which caused multiple accidents and power outages. Justin Kates, Nashua’s director of emergency management, stated, “We ended up using skills learned during the exercise right away” (Raths). Through social media posts, digital volunteers were tracking roads that were closed and compiling that information onto GIS maps to aid and direct first responders, and clear trees from roads and restore power (Raths).
The exercise Nashua took part in was called CAUSE III, the result of collaboration between Defence Research and Development Canada’s Centre for Security Science, Public Safety Canada and the U.S. Department of Homeland Security Science and Technology Directorate, in partnership with multiple provincial, municipal and nongovernmental organizations. The experiment focused on integrating social media and digital volunteers into recovery efforts from a simulated hurricane impacting the Northeast (Raths).
A closed, Web-based experiment portal which simulated social media applications such as Facebook, Twitter, and YouTube was used to deliver a high volume of pregenerated injects to spur participant reactions and enable participants to interact with one another in a risk-free environment. Five hundred people participated by logging into the experiment’s simulation Web portal. As the experiment continued, participants coordinated actions and resources, addressed rumors and misinformation, and carried out other disaster management strategies in real time in response to the evolving conditions (Raths).
Research analyst for The Centre for Security Science at Defence Research and Development Canada, Kate Kaminska, stated that it is possible to demonstrate in a measureable way that using social media and digital volunteers leads to improved recovery outcomes. She said it took a lot time to develop metrics that helped quantify some of the benefits of using the technology and reaching into nontraditional stakeholder communities to help during response and recovery (Raths).
Kaminska said that doing such exercises with digital volunteers is important, because emergency management organizations need to build relationships ahead of an emergency. She said one cannot reach Nashua’s Virtual Operations Support Team (VOST), or other volunteer organization in the middle of a crisis. Relationships must be built ahead of time, and practice exercises are one way of building those and building trust. Kaminska stated, “We really saw these VOSTs really step up to the plate. They really delivered what they had promised” (Raths).

Hurricane Harvey
	When Hurricane Harvey struck Southeast Texas in August 2017, emergency phone lines were instantly clogged with calls for assistance. Because of this, social media was used as an alternative emergency communication method, and not only did it work, but it made headlines on various websites and even garnered attention in academia. As the disastrous effects of the hurricane made landfall, social media allowed for citizens and public sector communication, in ways that it could not have been done, if social media applications were never brought into fruition. While Twitter showed usefulness during Hurricane Sandy in 2012, these social media applications have grown immensely since then, and came to the aid of many people in the Southeast Texas area during the disastrous gusts and floods of Hurricane Harvey (Gilmer).
	Twitter users took to the platform to blast out addresses where victims needed assistance, including the details about how many people there were and their condition, for those citizens who were out rescuing others with boats, kayaks, and just about any other vehicle they had to make it through the floodwaters (Gilmer). Citizen groups, such as the famous Cajun Navy and similarly named Louisiana Cajun Navy, stepped into help with rescues as official government first responders became overwhelmed with the massive number of necessary rescues and the breath of Harvey’s wrath. Both groups used Facebook and Twitter to relay rescue information (Gilmer). This is illustrated on the page below from the Gilmer article.
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Hurricane Harvey and the Oregon VOST
	In addition to being able to help flood victims in need of assistance, social media was used in other ways as well during Hurricane Harvey. Elizabeth King of the University of Washington’s Emergency Management department stated that local Texas emergency operations agencies, including FEMA Region VI, experienced a huge amount of social media activity in the wake of the hurricane. A FEMA Digital Reservist suggested that FEMA reach out and request support from a Virtual Operation Support Team (VOST), which was in three different areas (Department of Homeland Security Science and Technology 15).
	The first mission involved tracking and delivery of large donations, and the second missions concerned the tracking of recruitment of volunteers and their locations. The Oregon VOST provided a daily listening report to the FEMA Region VI Mass Care Public Information Officers. Among other things, they found a volunteer group using a Google Sheet that was publicly available to collect personally identifiable information, and was shared in the listening report (Department of Homeland Security Science and Technology 15).
	The third mission of the Oregon VOST was tracking scams for donations, which included spoofing the American Red Cross and webpages that redirected funds for victims to other funds which were not related to Hurricane Harvey. Multiple VOSTs partnered up to provided much-needed support and not duplicate efforts (Department of Homeland Security Science and Technology 15).




California Wildfires December 2017
[image: ]	 In December 2017, Southern California saw raging wildfires breakout, which looked like the scene out of a disaster movie. Ragan’s PR Daily author Ted Kitterman compiled various tweets and social media posts from both public safety agencies, including citizens who captured the raging blazes on social media, whether they were photographs or video. These posts illustrate the realism of the wildfires, and shows the public safety agencies involved in trying to control the raging blazes. This illustrates how far-reaching social media is when applied to emergency communications.














[image: ]










[image: ]

[image: ]













Department of Homeland Security 2013 Hurricane Sandy After-Action Report 
	Ever since the disastrously organized Hurricane Katrina rescue and recovery in August 2005, various nonprofit and volunteer groups have designed websites that merge as many resources and information as practicable in one place. During Sandy, social media made it possible for many agencies, nonprofits, and volunteers to aggregate information and resources and publish them into one place as well. These central hubs of information were often cited and/or linked to other related (or official) websites. In the absence of government-provided information, or a cohesive approach to providing information from various government agencies in one central place, nonprofit and volunteer organizations stepped into assist, and developed and combined information resources and made them available for the public, including response stakeholders (Department of Homeland Security Science and Technology 8).
	During the hurricane, many government agencies aggregated and published information through a centralized portal. For example, the New York City Mayor’s Office provided information through only one website (www.nyc.gov) during both response and recovery from the storm. The website provided information on volunteer opportunities, where to find prepared food, including the availability of resources, which included open gas stations, pharmacies, hotels, restaurants, etc. The city provided the information that was used to populate these sites, and additional information came from the individuals that reported outages, resources available and/or open, and more through Twitter and other channels (Department of Homeland Security Science and Technology 8).
	Social media played a pivotal part for public sector agencies during the hurricane, because it allowed for multi-way information sharing and partnerships, highlighted the usefulness of collaboration across sectors, groups, organizations, and jurisdictions. Social media was used for more than just a reporting tool allowing one-way conversations from the government to the public (Department of Homeland Security Science and Technology 17). 
Even before Sandy made landfall, government agencies, response partners, and utility companies used Twitter, Facebook, and other social media websites extensively to relay information, evacuation orders, and updates. After the storm, people used Twitter to report issues, danger, and power outages, which was regarded as a lifeline to many. Moreover, political leaders and response professionals used Twitter to confirm information provided by the public to engage directly with them (Department of Homeland Security Science and Technology 17). This is an influential Twitter users list graphic, which included: 
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Moreover, Fairfax County, Virginia used its blog to share information with the public during and after the storm. Social media posts included information on flooding, road closures, power outages, downed trees, and how to stay informed through its Community Emergency Alert Network text/email (Department of Homeland Security Science and Technology 17).
The public used social media to report problems and needs, calls for help, and look for and provide information and support during the storm. The information shared by the public both informed and engaged public sector agencies, which provided enhanced situational awareness for response officials. This information was actively requested and/or shared through social media channels, or passively collected by government officials scanning the networks for applicable information (Department of Homeland Security Science and Technology 18).
An example of the information sharing seen during the storm, is how the Maryland Emergency Management Agency launched a crowdmap, to review impacts being discussed in social media, activated Humanity Road, and asked for input from the public. A crowdmap allows the user to organize, collect, and visualize information in a single place, all by the clicks of a few buttons (Ushahidi). This initiative involved the use of trained professionals to monitor and actively listen in social media networks to collect damage reports shared by the public and input that information to the crowdmap for specific geographies in Western Maryland and along the Eastern cost of Maryland as well (Department of Homeland Security Science and Technology 18).
One of the highlights of the use of social media during Hurricane Sandy, was how the New York City Fire Department (FDNY) used social media to stay in contact with the people they serve. Early on, FDNY’s social media manager Emily Rahimi, posted information on not tweeting emergency calls. Although, as the storm intensified, individuals tweeted calls for help, reported flooding, which included people trapped in buildings, and more. The FDNY responded to these calls, asked for more information, contacted dispatch and relayed information regarding posts for assistance which could not go through 911 (Department of Homeland Security Science and Technology 19)
False Information and Hurricane Sandy
One of the things that FEMA had to keep watch of, was false information spreading on social media. During the storm, misinformation and falsified photographs made their way on the Internet, which made it hard to find and verify information that was correct. For example, several photos of what were supposedly storm clouds over New York City made it hard to identify other photos that were true, and depicting what was really going on in the city. People from around the globe began trying to verify photos through certain techniques, and shared their findings on www.istwitterwrong.tumbler.com and retweeted the original photos or the point of origin of the real photo (Department of Homeland Security Science and Technology 22).
Unfortunately, because of the viral nature of social media and the sensationalism that comes along with disaster, it became hard to sort through various photos, verify those that were correct, and push accurate information back onto the Internet (Department of Homeland Security Science and Technology 22).
Rumors were also prevalent across various social media platforms, and in many instances, these rumors were dispelled by certain entities that actively searched for rumors regarding their respective organizations. Rumor examples included that the New York Stock exchange was beneath three feet of water, and that Ocean City, Maryland, had burned down. Other Twitter users, including websites such as Buzzfeed.com, Snopes.com, and many other government agencies helped in calling out such rumors that were untrue (Department of Homeland Security Science and Technology 22). Below is a collective of graphic from the 2013 Department of Homeland Security Report, Lessons Learned: Social Media and Hurricane Sandy, which illustrates the false photographs that circulated on social media.
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False Comfortably Smug Hurricane Sandy Post
	Twitter user @ComfortablySmug started to spread several rumors through social media, which stated that the New York Stock Exchange Building was flooded, Con Edison was preemptively shutting off power in New York City, and all bridges going to and coming from Manhattan were being blocked off. Incorrect information can also be malicious in nature, such as when online conspiracy theorists harassed survivors of the Las Vegas shootings in October 2017.
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Countering False Information on Social Media in Disasters and Emergencies
	A recent report published by the Department of Homeland Security’s Social Media Working Group for Emergency Services and Disaster Management, discusses how to counter false information on social media, when an emergency event, natural disaster, or terrorist attack occurs. This report looked at various natural disasters around the country and in the United States, and how false information was spread during these events.
	The Department of Homeland Security states that malicious disinformation is usually politically motivated, and can be difficult to identify and counter. Studies that have looked at the volume, timing, and location, such as tracked IP addresses, associated time zone and geo-tagged posts of this social media category, indicate an intent to cause harm and disrupt the standard flow of information that is truthful during a specific event or incident (Department of Homeland Security Science and Technology 8). 
During Hurricane Harvey in 2017, a rumor spread on Twitter that officials were asking people seeking shelter about their immigration status. Moreover, during Hurricane Irma, a rumor surfaced that survivors would receive generators from the federal government. While some posts were attributed to innocent mistakes, the scope of these false posts appears to be intentional, and rebroadcasting of disinformation with the intent to scare the public weakens their trust with public sector agencies that are offering aid (Department of Homeland Security Science and Technology 8). 
	An example of is malicious intent, is when fake accounts are created which impersonated an official one. Fairfax County, Virginia took proactive measures during a winter storm in January 2014 as its school system was faced with a host of fake accounts that announced closures that were incorrect. Because of this, government and schools worked in unison to actively advise the public where to find official information (Department of Homeland Security Science and Technology 6). Therefore, it is vital for public safety and emergency management agencies to remain vigilant, and watch what is trending on social media. 
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New York City, Social Media, & Hurricane Sandy
	Since the landfall of Hurricane Irene in August 2011, New York City has leveraged social media for a host of purposes, which enabled the city’s services, offices, and departments to interact and inform the public through digital means, such as Facebook, Twitter, and YouTube. In fact, since Hurricane Irene, most of the city’s services, offices, and departments have become digital in some form (Department of Homeland Security Science and Technology 31).
	Early on, leadership support played a vital part in driving the acceptance of social media. Previous New York City Mayor Michael Bloomberg, promoted the city’s social media profiles, where he mentioned them at press conferences and across other channels. Between Hurricanes Irene and Sandy, the City’s social media presence increased, which attracted almost 5 million followers across all of New York City’s accounts. By January 2013, New York City maintains more than 300 social media channels (Department of Homeland Security Science and Technology 31).
	In addition to managing NYC.gov, the City maintains various social media channels, which include Facebook pages, Flickr, Google+, Tumblr, Twitter (in both English and Spanish), and YouTube. These channels are owned and operated by agencies and departments around the city, and managed independently by almost 200 social media managers, with support from the Mayor’s office, from which guidance and best practices are provided to encourage continued use (Department of Homeland Security Science and Technology 31).
	Throughout response and recovery to Hurricane Sandy, NYC’s social media channels allowed the City the means to share information on these sites, and enabled the public to find out information as they wanted or needed. As the storm raged on, NYC Digital, a part of the Mayor’s Office of Media and Entertainment, monitored social media for the public’s reactions to the storm, where they also sent daily tweets to City Hall (Department of Homeland Security Science and Technology 31). “Questions asked on Twitter were responded to directly, and the City’s Tumblr account and Facebook page published information from each press conference. The public could sign up to receive text alerts from the Mayor’s Office Twitter account, @NYCMayorsOffice, which served as an alternative digital resource to the City’s website, once people lost power and Internet access” (Department of Homeland Security Science and Technology 31).
	Before Hurricane Sandy hit New York City, the City sent the Emergency Protocol out to all social media managers and reminded everyone to maintain a singular voice, originating from the Mayor’s office, across all City agencies and departments. The City had many communication channels which included NYC.gov, 80 different Facebook pages, Flickr, Google, Hootsuite, Tumblr, Twitter (in both English and Spanish), including YouTube (Department of Homeland Security Science and Technology 31).
Hurricane Sandy Recovery and Social Media
	To highlight recovery efforts across New York City, the Press Office and NYC Service worked with NYC Digital to design a citywide Flickr album to show photos of the hurricane relief work. City employees in the field could send in photos directly from a smartphone to a single email account that would automatically upload the photo to the Flickr album. In one week, more than 500 photos were uploaded. The city directed the media album for information and photographs from the ground. The City’s Facebook page included photos of NYC Service volunteers including the NYC Service website within the Facebook page through an iFrame. The Facebook page also summarized vital points from each press conference that Mayor Bloomberg had (Department of Homeland Security Science and Technology 34).
The total metrics reached for New York City across all digital channels as of November 9, 2012 was 2,785,806. Moreover, the City reported the following:
· NYC.gov had 4 million unique visitors and 16 million page views.
· The City sent over 2,000 tweets.
· At its peak, the Facebook page was comprised of 322,338 people.
· The City gained 176,010 new followers across all social media profiles.
· All press conferences were broadcast live and available through YouTube; mayoral press conference videos had almost 1 million hits.
· The City aggregated more than 500 photos on Flickr.
· @NYCgov, the City’s Twitter profile used for direct engagement with the public, responded to more than 275 questions, including 311 requests, volunteer donation opportunities, and more (Department of Homeland Security Science and Technology 34-35).
Below is a Facebook post from NYC.gov, which discussed volunteer opportunities after Hurricane Sandy caused mass destruction in New York City and surrounding East coast towns in October 2012. 
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Terrorism and Mass Shootings: Pulse Nightclub and Christina Grimmie Shootings in Orlando, Florida June 2016
Aside from natural disasters, both terrorist threats and mass shootings are very prevalent in our society as well. In the early morning of June 12, 2016, a gunman opened fire at Pulse Nightclub in Orlando, Florida, and killed 50 people. At about 2:30am, a message from the nightclub told everyone to get out of the building and keep running. Police posted social media updates, and bar owners warned patrons as the chaos subsided that they would receive updates as soon as they were available (Santana). The following is a tweet from Orlando Police Department about the death of Pulse Nightclub shooter Omar Mateen, featured in ABC Local 10 News by Jeff Tavss. 
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For all the flaws that social media sites such as Facebook and Twitter may have, many turn to them in times of tragedy for immediate updates on the situation, said Shelly Costello, a social media consultant in Orlando. She stated that everyone, including people under thirty-five gets their news from there, and that social media websites are becoming the news source of the world today, because stories trend on social media before they hit television (Santana).
The attack on Pulse Nightclub came shortly after the unrelated shooting death of singer Christina Grimmie in Orlando early Saturday morning after a concert. Although, before people knew her identity, Orlando Police Department had sent a Tweet saying they were on their way to the general area. The Tweet read, “PIO enroute to Amelia St and Bumby Ave,” which was the intersection just north of The Plaza Live. Officers found that the gunman had attended Grimmie’s show and shot her during an autograph session after the show ended (Santana).
	While social media can be used in abusive ways, communities have grown, and they can also help. Facebook even developed a system that helps people let others know they are safe. The company did that for Orlando-area Facebook users. With one click, people can tell friends they were safe during the Orlando shooting at Pulse Nightclub. When they do, friends get notified that users have marked themselves safe. Costello believes that is a very powerful tool (Santana).

The 2013 Boston Marathon Bombings
	When two bombs went off at the Boston Marathon on April 15, 2013, the Boston Police Department (BPD) used their social media pages to their advantage. The bombings set off a weeklong series of events that gripped both Boston and the United States. Boston police officers at the scene quickly realized that social media would be an important part in keeping the public informed about the explosions and their aftermath. On the way to the scene of the bombings, police commissioner Davis instructed the Media Relations Office to prepare to use all forms of social media and push accurate and complete information to the public (Davis, Alves, and Sklansky 3).
	About ten minutes after the detonations, a BPD commander on the scene called for the use of social media to communicate with the public the steps they were taking: “I need somebody up there to get on social media and let people know what we’re doing here” (Davis, Alves, and Sklansky 3). Within an hour of the explosions, BPD sent out a tweet which confirmed what happened. “Boston Police confirming explosion at marathon finish line with injuries” (Davis, Alves, and Sklansky 3). 
	In the hours that followed, BPD used its official Twitter account to request public assistance; to keep the public and media informed of what was going on about road closures, news conferences, and police activities; to reassure the public and express sympathy to the victims and their families; and most importantly, within two hours of the explosions, to give the public accurate information about the casualty toll and the status of the investigation (Davis, Alves, and Sklansky 3).
	All the BPD tweets sent on April 15 were sent on the department’s official Twitter page, which was overseen by BPD’s public information bureau chief, lawyer and former television journalist Cheryl Fiandaca. Assisted by two sworn officers and three civilians, Fiandaca operated @bostonpolice as a 24-hour “digital hub” for information about the investigation over the next few days. She and her staff were briefed by commanders three to five times per day during this period. BPD tweets rapidly became the most trusted source of information about the status of the investigation, and many times, were retweeted hundreds, thousands or tens of thousands of times (Davis, Alves, and Sklansky 3-4). 
	At 4:02 a.m. on April 19, BPD commissioner Ed Davis sent a tweet on his own Twitter account, which is unique from the department’s account, which noted that one of the two suspects had been killed and that the second was at large and dangerous. Ninety minutes later, at 5:34 a.m., Commissioner Davis tweeted again to share a photograph of the surviving suspect. At 8:24 a.m., BPD tweeted the suspect’s name: Dzhokar Tsarnaev (Davis, Alves, and Sklansky 5). 
As the manhunt for the second bomber continued, and with hundreds of thousands of individuals listening to scanner feeds online, the BPD asked the media, via Twitter, to not compromise officer safety or tactics by broadcasting live video of officers while approaching search locations. By the time the second suspect was apprehended on the evening of April 19, BPD’s Twitter account had more than 300,000 followers, which was up from about 40,000 prior to the bombings. The official tweet reporting the suspect’s apprehension (shown below), was retweeted more than 140,000 times. In the aftermath of the investigation, BPD was “applauded for leading an honest conversation with the public during a time of crisis in a way that no police department has done before” (Davis, Alves, and Sklansky 5).
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Public Information, Communication, and Fighting Crime
	Public safety agencies use several tactics to communicate with the community, especially when it comes to combatting crime. For instance, in the pull tactic, social media applications are used to bring audiences back to the home website where news is featured (to avoid losing control of what happens with the information). Using a pull tactic, a public safety agency can actively involve audiences, which results in more interaction with the published or shared content, such as additional comments on Facebook walls; re-tweets (republishing messages by other Twitter users); or answers to comments to responses from Twitter followers (Mergel 14).
	When it comes to public communication, DeWitt Police Department in Upstate New York, asked its social media followers on Facebook to provide information identifying a suspect on the run; pictured below (Mergel 13).
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Intelligence Gathering
	Applications for social media within public safety depend upon the perspective of the user, and various objectives, requirements, restrictions, including stakeholders. For example, while law enforcement agencies and response organizations monitor social media for general situational awareness, law enforcement agencies can monitor social media sites for the specific purpose of intelligence gathering or information that will aid in the resolution of an incident, event, or case, and the definition of “intelligence” may vary across agency, discipline, and jurisdiction. Generally, public safety officials can leverage social media for four types of information (Department of Homeland Security Science and Technology 17):
· General information about an event, trending topic, or keyword.
· Verifying information found on social media or another source.
· Increased context about information that is known, such as understanding second- and third-order effects, cascading effects, and feedback on previous messages or activities.
· Certain information specific for law enforcement or intelligence purposes, whether aggregated or individual (Department of Homeland Security Science and Technology 17).
Law enforcement agencies are increasing their use of social media as an investigative tool for forensics and intelligence. Facebook and Twitter terms of service include process requirements that allow law enforcement authorities who possess the appropriate warrants, to access general data and metadata of posts with connections to criminal activity. Law enforcement agencies can also use social media to quickly recognize relationships between drug users and dealers; identify and illustrate gang affiliations; and provide any other information that is written, photographic, and video evidence to add onto a current investigation. With social media, detectives can quickly search for information, without long hours of searching through pieces of evidence (Department of Homeland Security Science and Technology 17).
Another tactic used by public safety agencies is usually called “networking” or “community building.” The use of social media applications is very interactive with the potential for a lot of back-and-forth between an agency and its diverse audiences. This is a tactic where organizations understand themselves as one of the nodes in a larger network, where they usually have a sense of who is following them and who they want to get their messages to. These organizations use Twitter, Facebook, and other social media websites, in an organized fashion, not only to control and direct messages to their audiences, but also to have their ears and eyes on channels where actual issues are discussed, those that might be of relevance to their mission (Mergel 14). In this tactic, social media applications are not only used for publishing press release or to inform the public, but they are not viewed as a time sink for an already overworked IT staff, but also as strategic information sharing and knowledge creation tool involving “social media champions” from different content areas (Mergel 14).

An Illustration of Social Media and Law Enforcement
	Law enforcement officials are using social media to solve crime in great numbers, and will continue to do so. In an online survey by LexisNexis Risk Solutions, four out of five law enforcement officials used social media platforms such as YouTube, Facebook, and Twitter to assist in solving crimes. 1,200 officials were selected from all levels of law enforcement across the country through the PoliceOne.com news and training website, and the findings showed that most officials are engaged in social media, and 74 percent of non-users stated they anticipated they would start using social media for the purposes of investigations (Government Technology News Staff). Below is an infographic from Government Technology, which illustrates how many law enforcement agencies are using social media in the United States, and around the country, which includes what they are using it for.
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The Homeland Security Information Network 
	The Homeland Security Information Network (HSIN), is something that is necessary to make a note of, even though is not a “social network” in a general sense. The Homeland Security Information Network (HSIN), is a resource that should be taken into consideration when discussing how public safety agencies use social media for emergency management, fighting crime, and for purposes of connecting with the community. 
The HSIN is a sensitive but unclassified real-time information sharing network, which allows public safety officials across the country the opportunity to discuss current threats, and other public safety issues, where public safety and emergency management officials all over the United States can connect in one central place (HSIN 3). HSIN users have access to this system 24 hours a day, 7 days a week, and consists of federal, state, local, tribal, territorial, international and private users. These sectors can share information from anyplace-anytime. HSIN meets the needs for efficient collaboration among users in different time zones, large geographic locations, or local operating procedures and allows for a secure and trusted network that brings homeland security together, with the vital mission of protecting the homeland (HSIN 3).
The HSIN has had success with intelligence and crime detection in various law enforcement agencies throughout the United States. For instance, the Houston Police Department and Texas Joint Crime Information Center used the HSIN to assist them in the largest simultaneous warrant execution effort to date, where with the proper collaboration, the team served 26 warrants over 11 hours and disabled a massive human trafficking operation. This exercise made it possible for HSIN communities to be set up as soon as they are needed for operations in the future (HSIN 12).
When the North American International Auto show came to Detroit, the Detroit Southeast Michigan Information and Intelligence Center used the HSIN to keep public safety and enhance security by supporting suspicious activity reporting, incident monitoring operations and data analysis in real-time among regional partners. Mission partners included the Detroit Police Department, City of Detroit Office of Homeland Security and Emergency Management, the Michigan State Police, including the Department of Transportation (HSIN 14).
	The HSIN also provided information sharing for both the Republican and Democratic National Conventions in 2016. Across federal, state, local, and private sector agencies, the HSIN worked with key stakeholders from law enforcement, intelligence, and emergency services during the conventions, while the events were being held. This was done to support operational information sharing, incident tracking and overall situational awareness (HSIN 19).
	The HSIN was used during Super Bowl 50, and allowed for enhanced collaboration among homeland security enterprise personnel by providing 18 months of planning for the event, during which 700 officials from 50 partner agencies used the HSIN to coordinate public safety efforts around the San Francisco Bay area (HSIN 20). Moreover, during the Ryder Cup, the Chaska Police Department used HSIN incident monitoring and HSIN Connect tools to support on-site operations among federal, state, and local partners. Through mutual aid, a tribal partner, the Shakopee Mdewakanton Sioux Community, provided dispatch support to aid in tracking 250 fire, emergency medical services and law enforcement incidents in the HSIN as the event was going on (HSIN 22).
	Below is a breakdown of how far the HSIN extends throughout public safety:
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Community Engagement
Community engagement can take many forms. Most notably, it has been observed many times in postings about events that engage the community beyond the core mission of an organization, such as Moyers Corners Fire Department’s Halloween “candy check” event, or Cicero Fire Department’s helpful reminder about polling places on Election Day. The interactive postings and events build trust and decrease the barriers between officials and the community, more importantly, when children are involved (Mergel 15).
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Social media can also assist in increasing awareness between events, so that citizens may be able to change their behavior, and put together a preparedness kit, change to winter tires, get vaccinated, etc. An excellent example of prevention information explained through social media, is following the city of Auburn, New York’s Twitter posting concerning the Auburn Police Department’s safety tips for Halloween (Mergel 16), which is pictured below.
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Engagement in Emergencies

	During an emergency event, the first priority is for public safety agencies to respond; secure the scene; and put out fire, clear debris, save lives, etc. Although, at the same time, citizens desire to know what is happening around them. For example, the January 2014 power outage in the city of Syracuse. More than 7,000 homes were without power or heat for several hours with single digit temperatures. Citizens had no access through their landlines to emergency managers, and the Internet connections were down. No information was transmitted through local utility companies (a non-responsive website was not accessible through smartphone browsers); executive officers had no updates; and there were no law enforcement car patrolling the neighborhoods offering help. Radio stations picked up the news only hours into the outage, and they did not cover any advice or updates out the current situation on their programs (Mergel 18).
	However, cellphone towers were still working, so social media channels became the only connection to other citizens outside the impacted area. People wanted to know how long the outage would be, because it was so cold that night, and if they needed to find a safe place for their children and pets. Providing live coverage of events via Facebook and Twitter can be vital for citizens in certain situations when traditional media is not available. When monitored by a public safety agency, it should be transmitted through social media channels that are trusted, and through formal sources, such as the mayor’s office, law enforcement, fire departments, and the like (Mergel 18).
Additionally, the Onondaga Department of Emergency Management used its Twitter account to aggregate updates regarding forecasted heavy rains and flash floods around May 15, 2014, where it posted its own information and retweeting from other governmental organizations, which includes the New York State Department of Homeland Security and Emergency Services, including journalists (Mergel 19). In addition to providing valuable information for Onondaga County residents, including others in the region, the agency engaged with others to provide vital information through Twitter (Mergel 19).
[image: ]Another example of real-time response phase updates comes from the Baldwinsville Volunteer Fire Company, which provides useful and timely information, especially when it comes to incidents that have could an effect on citizens they serve (Mergel 19).
Recovery

[image: ]	After-action reports, press releases, or live updates after an incident occurs are vital formats that can be distributed through social media. Information can include the progress of repair or restoration of infrastructure, including such things as street-by-street restoring of power or removal of trees after a snowstorm. These social media activities increase the public’s trust in the abilities of emergency management organizations and increase transparency that something is being done to help. An example is how the Constantia Volunteer Fire Department posted a picture on Facebook showing the department helping a resident with a flooded basement (Mergel 20).


























Other public safety agencies use social media to update their followers with pictures they have taken during a response. While this is not real-time information, it still increases a sense of trust, transparency, and accountability. This Facebook post is from Rural/Metro Medical Services of Central New York (Mergel 21): 
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The Power of Infographics in Emergency Management

	Social media sites sometimes limit the space they provide for updates. Twitter is one of them, which was at 140 characters, and is now at 280 characters per tweet. However, a new form of graphical communication has emerged, which is the use of text embedded in images. For instance, the Virginia Department of Emergency Management’s use of “infographics” on Twitter (below) allows much more information than can be contained in a standard tweet. Research also shows that people are more attentive to pictures and graphics, than just plain text (Mergel 23). 
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Additionally, both the Rutgers University and the University of San Francisco’s online Master of Public Administration programs have developed infographics on how social media has changed government and emergency management. These are some screenshots of the infographics, but the hyperlinks feature the full infographic on each of the universities websites.
Rutgers University Infographic
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University of San Francisco Infographic
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CHAPTER 3: SUCCESSES AND CHALLENGES

“Our organization now clearly recognizes the value of leveraging social media in a crisis. As a result of the success of these practices we’ve received increased internal resources, support and recognition for social media.” –Jennie Walker Social Media Advisor, Communications and Stakeholder Relations, RMWB

Previous Federal Emergency Management Agency (FEMA) Director Craig Fugate stated in a Senate Homeland Security Hearing in 2011, that one of the social elements that is changing the field of emergency management is the way the public can now be viewed “as resource and not a liability” (Alexander 722). For example, social media can be used to send out warnings to users. In many sophisticated cases, these may involve local information in the form of maps and data, including instructions on what to do during an impending crisis (Alexander). Moreover, Fugate also presented an argument which advocated for the creation of applications using social media to facilitate communication between citizens, first responders, volunteer groups, the private sector and all levels of government (Maresh-Fuehrer and Smith 621). 

Boulder Fourmile Fire September 2010
Because the purpose of this paper is to identify public safety agencies using social media, it is worthy to note a story which was a success, because social media was used for emergency response efforts, especially by members of the public. In September 2010, the Boulder Fourmile Fire, the worst in the history of Colorado, burned almost 6385 acres and damaged over 200 structures. During this crisis, the community used social media to ban together and spread information about the current situation. According to Orange Insights, the fire was first reported on September 7, 2010 at 10:07 a.m., and by 11:33 a.m., Andrew Hyde began using #boulderfire. Just one minute later, Sandra Fish began tweeting the fire dispatch reports. By 1:17 p.m., University of Colorado student Amanda Pindel, designed a collaborative Google map, with the purpose of identifying fire areas, evacuation areas, photos, and emergency response efforts (Maresh-Fuehrer and Smith 621).
While a positive contribution to emergency response was seen in this situation, the collaboration efforts made by this community is an example of a challenge presented by social media, because the public expects organizations to be present on social media during a crisis. The American Red Cross reported that 69 percent of the adults that participated in their survey expected social media responders to monitor social media websites, and 74 percent expected help to come less than an hour after tweeting or posting a message to a social media site, such as Facebook (Maresh-Fuehrer and Smith 621). As Stephens states, “If you don’t provide interactive, real-time information to the public they will find it elsewhere and then wonder-loudly, why didn’t the government provide this information!” (Maresh-Fuehrer and Smith 621).

Social Media Growth, Public Sector Challenges, and Research
	Social media has really become a part of public safety that cannot be ignored, yet, even with the data and facts to back up how important it is for public safety agencies to be engaged using social media, there are still agencies around the United States that do not use social media. This is for many reasons, with finances and personnel being two of them. The Public Technology Institute (PTI) found in a “quick poll” of local government IT officials use of social media, that 85 percent of local government agencies use social media platforms to inform their constituents of community issues, and the like. The poll looked at the types of platforms being used, in addition to which agencies maintain policies, strategies, budgets and use metrics to enhance their social media efforts (Public Technology Institute).
	Moreover, the survey found that local government’s top three social media platforms were Facebook, Twitter, and YouTube. The downfall is that 63 percent of respondents stated they do not have an enterprise-wide social media strategy, and 45 percent stated the IT department manages the social media strategy for their government (Public Technology Institute). The results are shown in the infographic below:
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Law Enforcement and Social Media
	While budgets and personnel may be tight, it is well-worth the effort for public safety agencies to have a social media presence. LexisNexis Risk Solutions reports that eight out of ten law enforcement professionals use social media, with the most common use being for crime investigations at 63 percent. More than half at 51 percent are using social media for crime prevention activities, with 67 percent in agreement that social media is an effective tool for crime anticipation, both up from 2012 (Business Wire).
	The recent study by LexisNexis Risk Solutions also found that the amount of use is high and rising, with a quarter of law enforcement professionals using social media daily and 56 percent using it at least twice a week. Additional findings include:
· The role of social media used for investigative purposes will continue to become more mainstream, as 78 percent of current users expect to use it even more, and will be soon.
· Communal, personal sites, which include Facebook (93 percent) and YouTube (67 percent) are most frequently used for investigative purposes, followed closely by Twitter, which has had a significant increase since 2012 (2012 = 29 percent, 2014 = 50 percent).
· Despite widespread use, 52 percent of public safety and law enforcement agencies do not have a formal process governing usage in place, and only 33 percent have someone dedicated to only monitoring social media pages.
· 73 percent believe social media helps solve crime at a quicker pace (Business Wire).
New questions on the 2014 study included a focus on balancing social media as a tool for managing and communicating information about public events. These included:
· 40 percent use it to monitor special events.
· 34 percent use it to inform the public of crimes.
· 34 percent is it to inform the public of emergencies or disasters (Business Wire).
[image: ]Rick Graham, Law Enforcement Specialist, LexisNexis Risk Solutions and former Chief of Detectives for the Jacksonville, Florida Sheriff’s Office stated that “The benefits of social media from an information-gathering and community outreach perspective became very evident during the subsequent investigations of the Boston marathon bombings and the Washington Navy Yard tragedy” (Business Wire). Graham believes it is vital that agencies invest in formal social media investigative tools, provide formal training, create or amend current policies to make sure investigators and analysts are fully capable to more effectively take advantage of the power that social media provides to the user (Business Wire). This is an infographic created from the study:








	Additionally, a 2012 study showed that police are no longer skeptics of social media, as evidenced by various departments that use social media applications to aid them in fighting crime. For instance, the Philadelphia Police Department has used Pinterest to help apprehend criminals. The Seattle Police Department has instituted a Tweets-by-Beat service on Twitter, and in Cambridge, Massachusetts, local law enforcement created a similar service where auto-tweets copy the police scanner to inform residents of what is going on with the police department (Government Technology News Staff).
	Below is an infographic from BackgroundCheck.org, and provides more insight into how law enforcement agencies use Facebook, Twitter, and YouTube (the most used social networks), and what percentage of agencies at the state, local and federal officials use these tools. The infographic states that 80 percent of law enforcement agencies use social media to aid in investigations, identify people and gather evidence, discover criminal activity, community outreach, soliciting crime tips, notifying the public, including recruitment purposes (Government Technology News Staff). 
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Social Media Growth & Engagement
Forbes states that the Federal Emergency Management Agency (FEMA) had 634,000 Twitter followers (0.2 percent of the US population) just before the 2017 hurricane season. Kim Kardashian had 58.8 million. Potentially enormous social followings are possible, but this stark difference shows that FEMA is still working to engage citizens and illustrate the value that its social media communications offer (Hootsuite 15). Ultimately, the government is still behind the perceived value of its social media accounts. Social media platforms present a major revolution in the way people interact and consume the news they see and read. 42 percent of Americans say Facebook is their primary source of news, compared to 20 percent who say they get their news from traditional news sources (Hootsuite 15).
In addition to helping to communicate during a crisis, social media can help agencies correct rumors. On social media, word of a crisis can spread in seconds, so it is vital for official emergency response teams to participate, and help in calming the situation. Using Hootsuite alongside social listening tools such as Brandwatch can aid a public-sector agency monitor community activity to better find out where support is most needed (Hootsuite 15).


Crisis Communication tips from the US Department of State

	The US Department of State has outlined five tips for dealing with crises, which can be useful for any public sector or public safety agency. They consist of:
1) Listening for what people want to know. Agencies can use real-time monitoring to correct information that may be false, detect early threats, such as rumors that can be harmful, and lock down social accounts during a crisis. They can also use social analytics to watch for social conversations about the crisis and provide information to first responders or address any false information before rumors spread (Hootsuite 16).
2) Be engaged. Answer questions. Agencies cannot afford to ignore questions. Even if a spokesperson does not know the answer, they should still show that they will respond with empathy and reassurance (Hootsuite 16).
3) If you can’t reach your audience, reach someone who can. Use an influencer network to distribute messages to the right audience. Local celebrities, thought leaders, and politicians with an established social presence are great places to start (Hootsuite 16).
4) If you’re not talking about it, someone else will. It is not wise to ignore a crisis on social media. The aim of a public safety or public sector agency should be one of truth among the chaos. If an agency does not take control of the narrative, someone else will (Hootsuite 16).
5) You need a plan. Revise it regularly. It is important to have a crisis communications team that is trained to respond in times of crisis. By designing preapproved content that can be shared in times of crisis, public sector agencies can be ready to provide instant updates to those that they serve (Hootsuite 16).

Dispelling Rumors and Best Practices

	In Addition to the tips from the Department of State, the Department of Homeland Security has put together certain processes for communicating through social media, and dispelling rumors, misinformation, and to calm panic as well, during a crisis, natural disaster, or other emergency. The Department of Homeland Security states to use the Joint Information System (JIS) to coordinate public information efforts among jurisdictions and agencies, and for standing up to a Joint Information Center, whether that is in-person or virtual, to facilitate the operation of the JIS (Department of Homeland Security Science and Technology 16).
	To combat false information and rumors, it is best to prepare pre-scripted messages and choose or design a hashtag that specific to place, disaster, agency, and the like. It important to be consistent and provide useful and actionable information (Department of Homeland Security Science and Technology 16). It is also important to put together draft visuals, which include graphics, photos and videos, for potential disaster scenarios. These can be archived in such a way that they are quickly modified to meet the needs of a situation. An example is a tornado warning graphic, which includes simple instructions on what to do (Department of Homeland Security Science and Technology 16).
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Actively tweeting to correct misinformation, rumors or false information is vital to do on social media as well. It is best to use hashtags, such as #mythbuster, #RUMOR or #IncidentNameFact in posts and redirect back to official sources. Using checkmark emojis or big red X’s on images when they are false is another great way to alert the public to false information (Department of Homeland Security Science and Technology 16). It is important to “share back” some of the misinformation (labeled as such) with the general public while the events are still relevant to directly address inaccurate tweets or posts, and important to ensure older information is properly labeled and not circulated as new. For information that is critical, it is important to continue updating a single Facebook post or existing news story, rather than starting a new one. This includes the post features on Facebook and Twitter so critical information remains at the top of the news feed, and it is also necessary to list known conspiracy sites, which includes a list of bad actors to make the general public aware of their posts (Department of Homeland Security Science and Technology 16).
There are a few ways to verify factual social media posts, and using Factcheck.org or Snopes.com are two of them. Other sources include social media platforms themselves, eyewitness accounts and first responders, which are considered (ground truth). It is necessary to also compare questionable claims or posts to content being disseminated by official sources (Department of Homeland Security Science and Technology 16). 
When appropriate, a rumor should be acknowledged, and statements such as “We are aware of the rumor about [Topic],” should be used. This presents an opportunity to state the facts, and direct readers to sources of correct information. A public safety or emergency management agency could also conduct reverse image searches using Google and Tineye, which could also be done through TweetDeck as well. Agencies could also use a geofence and/or searches through Twitter to collect and aid them in separating real and false information. 
Many times, false information often comes from outside the disaster-affected area. Moreover, public safety agencies could also consider using a cross-entity social media campaign as a complement to more official sources, and incorporate something such as “verify2x” hashtag which could also be shared by partner organizations (Department of Homeland Security Science and Technology 16).

2016 Louisiana Floods Case Study of Information
[image: ]	A final note to make on the case of false or incorrect information on social media, are the 2016 Louisiana floods, where ViaLink Louisiana, a 2-1-1 provider, found itself overwhelmed by calls which followed the March 2016 floods. ViaLink realized that multiple inaccurate Facebook messages and posts went viral and added to the number of calls. After FEMA declared a disaster, the calls kept coming. In addition to the continuing Facebook messages and posts, FEMA was also giving out the incorrect information and referring people to the 2-1-1 for claim assistance, which was later corrected (Department of Homeland Security Science and Technology 12).

	




Similarly, during the response to Louisiana’s summer floods in 2016, the American Red Cross was faced with multiple rumors and misinformation on social media relating to its shelter policies and distribution of food. False claims spread rapidly through online video tools such as Facebook Live, and posed a threat to erode the public’s trust and support, as well as eclipse the personalized care and outreach that the organization was providing through social media (Department of Homeland Security Science and Technology 12).
	To counter rumors and raise awareness of important resources, the Red Cross published a blog entitled, “Top Questions About Louisiana Flood Relief” which was shared 2,175 times. The Red Cross, its digital volunteers, including other online supporters used it to spread information among their personal networks, as well as to confront critics. Furthermore, the Red Cross Social Engagement team also created a secret Facebook group where they could funnel vital updates, flag urgent issues and collaborate among a larger public affairs team, where any further outcomes were then updated on the blog. At the local level, the Red Cross communications team in Louisiana developed regular informational videos from the organization’s Louisiana warehousing site, where situational updates were provided for those seeking aid and support, and as a way of combatting misinformation. The first on-the-ground video update alone received 447,000 views (Department of Homeland Security Science and Technology 12).
Incorrect information is not always something public safety agencies can control, but with a vigilant staff, they can intervene when false information is posted on Twitter, Facebook, and other social media websites that gets updated and viewed multiple times during a crisis or emergency. This shows that the specific agency has the best interest of the public in mind.
	



CONCLUSION

	This paper has discussed a host of situations where social media has been used in emergency, crisis, and everyday situations in the fields of public safety, government, and emergency management. It proved the usefulness of incorporating social media into public safety and emergency management. This paper discussed how social media has aided public safety officials in New York City during Hurricane Sandy, how it aided public safety and public relations officials in Boston after the Marathon bombings, as well as in Nashua, New Hampshire during a Nor’easter, and how it helps law enforcement officials daily, when combatting crime, gathering intelligence, and connecting with the community.
Kevin Breaux, assistant deputy director for preparedness, response and interoperability in the Louisiana Governor’s Office of Homeland Security and Emergency Preparedness, calls the nine regional coordinators across the state his eyes and ears. “If I could incorporate social media, I’ve just multiplied my force by 100. That is the direction we need to go in” (Raths). Breaux said that the state has looked at incorporating VOSTs into its annual hurricane exercise (Raths).
The exercise could help show senior executives that social media is going to be something that state can depend on, in addition to the information and capabilities it has already. Breaux stated, “We also would like to send out specific questions through our public information office about what people are seeing and collect the responses in Google Docs” (Raths). He also believes that during a real event if he has 100 people on social media saying there is a flooded mall and they are sending photos, the agency would be able to send out a confirmation team to act on it (Raths). Social media can play a vital role in showing citizens that the state is incorporating what they are doing in its decision-making processes, and that it understands they are an important resource (Raths).
This paper also discussed the Homeland Security Information Network (HSIN), and how the power of technology and government innovation allows public safety agencies around the country the ability to discuss public safety issues and threats, by using interactive communication features, and best of all, in real-time. This was just another example of how social media is impacting public safety agencies around the United States, and how it will continue to benefit the public sector during crises that arise, especially when they are on a massive scale, such as a hurricane, other natural disaster, mass shooting, or terrorist attack. To ignore using social media is a huge mistake, because it reaches mass amounts of people at a rapid speed, and facilitates effective communication between citizen and public safety officials. 
Social media also aided Southeast Texas residents when the floodwaters from Hurricane Harvey blanketed their homes, leaving them stranded, and in need of aid. It helped provide warnings to residents of Southern California when wildfires spread throughout the state, and it helped connect New York City officials with residents when Hurricane Sandy flooded their homes, businesses, and left them in the dark.
It is an undeniable fact that social media aids public safety and emergency management officials during times of crisis, and even before a crisis should occur, especially to promote transparency among the public sector and the citizens it serves. The large body of research on social media, emergency management, and public safety, has proven time and time again that social media networking really does work in times of disaster, and the list of research by such agencies as the Department of Homeland Security’s Science and Technology Directorate keeps growing, and will only continue to do so with advanced uses of social media use in emergency and crisis situations. 
Despite controversies that surround social media, it is here to stay, and is always evolving, which includes challenges in some public safety agencies and local governments who are trying to initiate a government-wide social media plan. Social media has proved that it is an essential “tool” in the “toolbox” of many public safety and emergency management professionals, and needs to be used in conjunction with police and citizen interactions, including how citizens feel about the transparency of their government. That is where social media and organized public sector communication will work best the most, especially in times of uncertainty, disaster, panic, or distrust. 
If there is anything that this paper has proven, it is the fact that with all the technology available, there still must be a human element behind social media applications, to fully bring together the public sector and the many communities they serve throughout the United States. Simply put, this thesis proved that the “proof is in the pudding.” With the right creative team and technology in place, amazing things are possible, and by doing so, bold creative ventures are bound to happen.

RECOMMENDATIONS AND FURTHER READING

These are Department of Homeland Security social media reports which greatly discuss the expansion of social media, and how it is used within public safety and emergency management agencies. 
Department of Homeland Security Science and Technology – From Concept to Reality: Operationalizing Social Media for Preparedness, Response and Recovery April 2016 Report
	The above report details how the Department of Homeland Security uses social media and public relations techniques for their public safety and emergency management operations. These tools are used in the Incident Command Structure (ICS) by Emergency Support Function (ESF), with the listed ESF number in External Affairs (15), Communications (2), Public Works and Engineering (3),  Firefighting (4), Emergency Management (5), Mass Care, Emergency Assistance, Housing, and Human Services (6), Logistics (7), Public Health and Medical Services (8), Search and Rescue (9), Energy (12), Public Safety and Security (13), and Long-Term Community Recovery (14) (Department of Homeland Security Science and Technology 9). 
Below is an illustration for the Louisiana Governor’s Office of Homeland Security and Emergency Preparedness (GOHSEP) process for operationalizing social media, and there is a case study in the report for an earthquake exercise that the GOHSEP puts on as well. I highly recommend taking a look at it.
[image: ]
Department of Homeland Security Science and Technology – Best Practices for Incorporating Social Media into Exercises March 2017 Report
	This next report discusses how social media is used for emergency exercises, and goes into detail of certain case studies, where social media was implemented in various public safety agencies. This report offers a Homeland Security Exercise and Evaluation Program (HSEEP)-based building block approach and multiple decision layered tool to assist in determining the complexity of the exercise necessary to achieve exercise objectives (Department of Homeland Security Science and Technology 8). HSEEP offers a set of guiding principles for exercise programs, including common approaches to exercise program management, design and development, conduct, evaluations, and improvement planning (Department of Homeland Security Science and Technology 8). Below is the graphic:
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Social Media and the Boston Marathon Bombings: A Case Study
	Authors George Haddow and Kim Haddow wrote a case study in their book Disaster Communications in Changing Media World, where they discussed how social media was used after the bombs went off at the 2013 Boston Marathon. The case study documents various social media techniques used by the Boston Police Department, and how they strategically worked with the media and citizens they serve, to keep them informed of both the situation at hand, including the apprehension of the bombers. 

Social Media Day in Boston
The City of Boston has declared June 30 as social media day. Mayor Thomas Menino released an official proclamation stating the city’s interest in and support of social media, because of its ability to connect government officials with the community they serve. Using the hashtag #SMDay, Boston’s Department of Information Technology, citizens and other organizations shared on Twitter the efforts to support social media in the city (Government Technology News Staff). The official proclamation and graphics from Government Technology states: 
“Through dozens of ever-growing social media channels, such as Facebook, Twitter, Instagram, Foursquare, LinkedIn, Pinterest and much more, the city of Boston invites constituents to join the conversation, and take a firsthand role in improving their city using these technologies” (Government Technology News Staff).
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Boston’s DoIT Department even tweeted out some of the Boston Marathon memorial messages:
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[image: ]In addition to Social Media Day in Boston, Michigan Governor Rick Snyder proclaimed June 30th as the entire State’s Social Media Day.



















FEMA Independent Study IS-42

[image: ]	To gain a deeper insight into using social media in emergency management, and learning about the procedures and techniques used by the Federal Emergency Management Agency (FEMA), anyone can take the Social Media and Emergency Management Independent Study course, and take the quiz for the certificate. I took this course a while ago, and list it as a professional credential on my resume when applying to federal positions. Check it out: FEMA IS-42.
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APPENDIX AND APPENDICES

Related Coursework on this Topic

MEDC 5460 Media Research – In this course, I wrote a paper on how social media used in public safety agencies. I developed a Qualtrics survey, and posted it on Facebook and LinkedIn, and asked ten questions which related to how social media is used in the respondent’s public safety agency. I received an overwhelming response from professional working in the fields of public safety and emergency management, which made for a great paper, and allowed me to see how many public safety agencies really use social media as an asset and vital communication tool, and this paper allowed me to gain a deeper understanding of how social media is used within public safety agencies. I also got to use graphics and social media posts in this paper, which was really a nice illustration to the research I had found. 

PBRL 5380 Strategic Communication Applications – In this course, I wrote a paper on how the Boston Police Department (BPD), used social media to connect with citizens and correct wrong information from Twitter and Facebook posts after the Boston Marathon bombings in April 2013. BPD executives developed crisis communication plans by using social media in the event such as a mass casualty incident occurred. I researched how the BPD organized their crisis communication measures, and how well planned their crisis communication plans were. This is one of the papers that became an inspiration for me to write on this specific thesis topic.

MEDC 5310 Media and Culture – In this class, I studied how media and culture are connected, and even more so, how they relate to film, politics, and a host of other social issues. I wrote a paper on the communications methods of the 2016 Presidential Election, and researched how social media was used by candidates, and how social media became the medium that was used the most to convey messages and stir up discussion from the public. This paper added to my knowledge of how social media is used in the public sector, especially among politicians and political candidates, and what the messages they convey to the public. The one lesson I got out of the paper, was how powerful social media is, and how many people it reaches at one time, which is similar to emergency and crisis communication.

MEDC 5300 Strategic Communications – In this class, I worked in a group, and we had to choose an organization that was either facing a problem or that was in a crisis. We ended up choosing Uber, because last year (2017), in the months of January, February, March, and April, Uber was made the news, and not in a positive light. As a team, we each took sections of the paper that we had to write, and research each of those topics. I also got to design a cool infographic from Canva.com with the same colors a fellow group member used to design the final paper. Our final project was a success, and this topic only grew my interest in the field of crisis management and public relations.

	POS 581 Crisis Management in the Public Sector (Northern Arizona University transfer class) – This is a graduate transfer class from Northern Arizona University in the Summer 2015 semester I took by chance, before I started my Criminology program. I took classes, because I could not find work when I moved to Flagstaff, and decided to learn something over the summer, instead of do nothing. Crisis management was something that I did some research on when I was working on my undergraduate degree in Public Administration, and decided it would be a cool class to take. This class was also paramount in my decision to study public relations and communications, and make that my future career goal. 
	In this class, which was online as well, we discussed various crises that occurred around the world, and we had different conversations on how we would handle them, including conversations on various leadership styles. The one I really learned from was the paper I wrote on the BP Deepwater Horizon oil spill in 2010. I centered the paper on crisis communication, and how different communications methods could have helped then BP CEO Tony Hayward, if he had used them. However, Hayward did not have a crisis communications plan or public relations team ready to face big challenges such as the oil spill. 
As I wrote this paper, I got a greater appreciation for crisis communication, research, writing, and crisis planning. I enjoyed writing this paper, and when I saw that my criminology program was not a fit for me, I transferred to Webster to pursue a degree in public relations with the goal of gaining a career in that field, to focus on the skills necessary for a career in government communications, public relations, and crisis management.’

[bookmark: _GoBack]Nicholas Tancredi is a recent graduate of Webster University, and received his Master of Arts degree in Public Relations, with Graduate Honors. He has held three federal internships, one with the Department of Veterans Affairs in Medical Media Service, and two with U.S. Citizenship and Immigration Services in the Fraud Detection and National Security (FDNS) Division, and the other with the Freedom of Information Act (FOIA) Branch. After completing his internship with FDNS, he developed a deep interest in intelligence, and has strongly been pursuing that as a career. His research and interest areas consist of social media in emergency management, Homeland and national security, crisis communication, media and crime, data visualization, crime analysis, and fraud investigation. He is a member of the International Association of Crime Analysts, the National Sheriffs’ Association, and the National Communication Association. He can be reached at natancredi88@gmail.com. 
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Figure 1: Building Blocks for Social Media Exercises
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